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SYSTEM AND METHOD FOR KEY
CHALLENGE VALIDATION

PRIORITY

This application is a continuation of and claims the benefit
of priority under to U.S. patent application Ser. No. 11/906,
632, filed on Oct. 3, 2007, which is hereby incorporated by
reference herein in its entirety.

TECHNICAL FIELD

This patent document pertains generally to transaction sys-
tems and more particularly, but not by way of limitation, to a
system and methods for key challenge validation.

BACKGROUND

An electronic transaction system may facilitate transac-
tions between the parties of a transaction. Some electronic
transaction systems facilitate transactions made over the
Internet.

BRIEF DESCRIPTION OF THE DRAWINGS

In the drawings, which are not necessarily drawn to scale,
like numerals describe substantially similar components
throughout the several views. Like numerals having different
letter suffixes represent different instances of substantially
similar components. The drawings illustrate generally, by
way of example but not by way of limitation, various embodi-
ments discussed in the present document.

FIG. 1 is a block diagram illustrating a system 100, using a
client-server architecture, according to an example embodi-
ment.

FIG. 2 is a block diagram illustrating a client machine
communicatively coupled with an electronic transaction sys-
tem, in accordance with an example embodiment.

FIG. 3 is a block diagram illustrating an image challenge
including a challenge string, according to an example
embodiment.

FIG. 41is a flow diagram showing a communication process
between a user and application servers, in accordance with an
example embodiment.

FIG. 5 is a flow diagram illustrating a method for challeng-
ing a user, in accordance with an example embodiment.

FIG. 6 is a block diagram illustrating an image challenge
that includes transaction information, in accordance with an
example embodiment;

FIG. 7 is a flow chart illustrating a method, in accordance
with an example embodiment for stopping a proposed invalid
transaction; and

FIG. 8 is an example Web client user interface displaying
an example Web page, in accordance with an example
embodiment.

DETAILED DESCRIPTION OF EXAMPLE
EMBODIMENTS

Overview

Example embodiments described herein include detecting
an initiation of a transaction and generating a string of char-
acters in response to the detection. A portion of the string of
characters may be made to be visually distinguishable from a
different portion of the string. Various embodiments include
challenging the transaction initiator to identify a specified
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portion of the string of characters. In some embodiments, a
transaction may be validated if the specified portion of the
string is identified.

This overview is intended to provide an overview of the
subject matter of the present patent application. It is not
intended to provide an exclusive or exhaustive explanation.
The detailed description is included to provide further infor-
mation about the subject matter of the present patent appli-
cation.

Parties intent on committing fraud may deploy a man-in-
the-middle (MITM) attack on a transaction. In a MITM
attack, an attacker (e.g., malicious code) typically intercepts
communications between the parties of a transaction,
changes subject matter and/or the recipient(s) of the transac-
tion, and forwards a forged message to a party of the trans-
actions without either party knowing that communications
have been compromised.

A completely automated public Turing test to tell comput-
ers and humans apart (CAPTCHA) may be used to protect
against MITM attacks (e.g., including forged messages) by
malicious software code. A conventional CAPTCHA is a
visual challenge presented to a user via user interface (e.g., a
Web page). CAPTCHAS work by embedding a secret key
into an image. To meet the visual challenge, the secret key
must be extracted from the image. The characters (e.g., a
string of random characters) presented by a CAPTCHA are
designed to be difficult for malicious software code to recog-
nize but are usually easy for a human to recognize. Thus,
before an electronic transaction system will accept the valid-
ity of certain communications (e.g., communications associ-
ated with a transaction) from a party to a transaction, a
CAPTCHA string must be correctly re-entered into a text box
to prove that the source of the message is human.

Another form of a MITM attack includes an unauthorized
party removing a CAPTCHA from the Web page upon which
it was deployed and placing the CAPTCHA on a different
Web page where it may be solved by human users. Once
solved, the CAPTCHA may be placed back onto the original
Web page and fraudulently used to authenticate a human user.

Various example embodiments describe a system and
methods for challenging an initiator of a transaction with an
image that includes visual distinguishable characters. In
example embodiments, validation of the transaction may
depend on a user’s ability to identify certain characters that
have been chosen by the system as part of a key.

A challenge string module may generate the string of char-
acters in response to an initiation of a transaction. Initiation of
a transaction may include a user’s interaction with a Web
page, such as clicking on a link to submit a transaction, or
other interaction, etc. The character string may take different
forms. Example character strings may have a fixed or variable
length and characters may be either randomly or purposefully
selected. Some example character strings represent informa-
tion that is specific to the transaction being initiated (e.g.,
e-mail addresses of sender and/or recipient, name of sender
and/or recipient and/or any other transaction specific infor-
mation, etc.).

A key generation module may select the key (e.g., a portion
of'the string of characters to be visually distinguished from a
different portion of the string of characters). Some example
embodiments include an image attribute module that pro-
vides different visual attributes that may be assigned to an
image containing the character string. Example image
attribute modules may be used to visually distinguish the key
characters from the other characters in the string with distin-
guishers such as colors, fonts, patterns, shading, and/or any
other visual attribute, etc.
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A challenge generation module may generate an image that
includes the entire string. The characters composing the key
may be adjacent to one another or their relative positions may
be randomly selected. In some example embodiments, the
image is displayed on a Web page viewable by the initiator of
the transaction. Some example challenge generation modules
may also generate explicit instructions for identifying the key
(e.g., identifying the specified visually distinguishable por-
tion of the character string). Other example embodiments rely
on the initiator of the transaction to identify the key implicitly
(e.g., by selecting the only shaded characters from a string
consisting of shaded and un-shaded characters).

In example embodiments, a processor may validate the
transaction based on a visual identification of the key.
Example processors may compare a set of characters entered
in a text box (e.g., entered by a user who initiated or requested
the transaction) with the actual key (e.g., the specified portion
of' the string of characters) and validate the transaction if the
match (e.g., confirm that a user is human if they match)

This overview is intended to provide an overview of the
subject matter of the present patent application. It is not
intended to provide an exclusive or exhaustive explanation.

Example Embodiments

The following detailed description includes references to
the accompanying drawings, which form a part of the detailed
description. The drawings show, by way of illustration,
example embodiments in which the subject matter may be
practiced. These embodiments, which are also referred to
herein as “examples,” are described in enough detail to enable
those skilled in the art to practice the subject matter. The
embodiments may be combined, other embodiments may be
used, or structural, logical, and electrical changes may be
made without departing from the scope of the present subject
matter. The following detailed description is, therefore, not to
be taken in a limiting sense, and the scope of the present
subject matter is defined by the appended claims and their
equivalents.

In this document, the terms “a” or “an” are used, as is
common in patent documents, to include one or more than
one. In this document, the term “or” is used to refer to a
nonexclusive or, such that “A or B” includes “A but not B,” “B
but not A,” and “A and B,” unless otherwise indicated. Fur-
thermore, all publications, patents, and patent documents
referred to in this document are incorporated by reference
herein in their entirety, as though individually incorporated
by reference. In the event of inconsistent usages between this
document and those documents so incorporated by reference,
the usage in the incorporated reference(s) should be consid-
ered supplementary to that of this document; for irreconcil-
able inconsistencies, the usage in this document controls.

FIG. 1 is a block diagram illustrating a system 100, using a
client-server architecture, according to an example embodi-
ment. A network-based publication system 102 (e.g., a net-
work-based commerce system facilitating transactions
between multiple sellers and multiple buyers) provides
server-side functionality, via a network 104 (e.g., the Internet)
to one or more clients, such as a Web client 106 (e.g., a
browser, such as the Internet Explorer browser developed by
Microsoft Corporation of Redmond, Wash. or the FireFox
browser provided by Mozilla Corporation of Mountain View,
Calif.), and a programmatic client 108 executing on respec-
tive client machines 110 and 112. An Application Program
Interface (API) server 114 and a Web server 116 may be
coupled, and provide program and Web interfaces respec-
tively, to one or more application servers 118.
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The Web client 106 may access the various commerce and
image applications 120 and 122 via the Web interface sup-
ported by the Web server 116. In an example embodiment, the
buyer using Web client 106 submits searches for items and
browses the electronic marketplace for items via the network
104 and the Web server 116.

Similarly, the programmatic client 108 can access the vari-
ous services and functions provided by the commerce and
image applications 120 and 122 via the program interface of
the API server 114. The programmatic client 108 may, for
example, comprise a seller application to enable sellers to
submit listings to the commerce system 102 and receive rec-
ommended publication data in return.

The application servers 118 may host one or more trans-
action applications 120 and image applications 122. The
application servers 118 may, in turn, be coupled to one or
more database servers 124 that facilitate access to one or more
databases 126. In example embodiments, the modification
module 307 and the storage module 309 as described with
respect to FIG. 3 may be included within the transaction
applications 120, the database server 124 and the databases
126.

The transaction applications 120 provide a number of com-
merce functions and services to users that access the com-
merce system 102. The image challenge applications 122
likewise provide image challenges to users to protect trans-
actions from being compromised. While the commerce and
image applications 120 and 122 shown in FIG. 1 form part of
the network-based commerce system 102, it will be appreci-
ated that, in some embodiments of the subject matter, the
image applications 122 may form part of an image service
that is separate and distinct from the commerce system 102.
The various commerce and image applications 120 and 122
can also be implemented as standalone software programs
with or without individual networking capabilities.

A third-party application 128 executing on a third-party
server machine 130 may also have programmed (e.g., com-
puter-implemented) access to the network-based commerce
system 102 via the program interface of the API server 114.
For example, the third-party application 128 may, using infor-
mation retrieved from the network-based commerce system
102, support one or more features or functions on a Web site
hosted by the third party. The third-party Web site may, for
example, provide one or more promotional, commerce, or
payment functions that are supported by the relevant applica-
tions of the network-based commerce system 102.

FIG. 2 is a block diagram illustrating a client machine 210
communicatively coupled with an electronic transaction sys-
tem 202, in accordance with an example embodiment. As
described with respect to the client machine 110 of FIG. 1, the
client machine 210 accesses the transaction applications 220
via the network and the API.

Communication between the client machine 210 and the
transaction applications 220 may be associated with transac-
tions (e.g., payments, transfer of data and/or exchange of
information, etc.). Example transactions may include but are
not limited to payments of currency and/or other valuables,
the transfer of data and/or exchange of information, confir-
mation of an order, confirmation of a payment, and/or any
other transaction associated with the submission and/or
receipt of specific information.

Data entry forms (e.g., including text boxes) and displays
(e.g., dialogue boxes) (not shown) may be presented to the
client machine 210 via the Web client 206. The interactions
between the Web client 206 and the transaction applications
220 are to be discussed in further detail below.
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The transaction applications 220 may communicate with
the challenge image applications 222. In general, communi-
cations between the transaction applications 220 and the chal-
lenge image applications 222 support their coordination to
produce challenge images (discussed below) corresponding
to the transactions they are to protect.

The image challenge applications 222 may be communi-
catively coupled with databases 238 to access information
associated with image challenges. In various example
embodiments, one or more of the image challenge applica-
tions 222 may detect that a transaction has been initiated and
begin generating an image challenge based on the detection.
In an example embodiment, initiation of a transaction
includes submission of a Web form via the Web client 206 of
the client machine 210. The initiation of a transaction may
cause the one or more challenge image applications 222 to
begin preparation of the image challenge with which to chal-
lenge a user, in order to confirm an identity of the user (e.g.,
that the user is a human and not malicious code).

In an example embodiment, one of the image challenge
applications 222 (e.g., the challenge string generation module
224) detects an initiation of a transaction and begins the
challenge generation process (see FIG. 5 showing an example
image generation process).

Each of the modules described in FIG. 2 may implement
logic constructed to provide certain functionality associated
with each module. In example embodiments, the modules
may either implement their respective logic with software,
hardware, or a combination of software and hardware. In
example embodiments, image challenge applications 222 are
software instructions to be processed with a processor (not
shown).

The image attribute module 228 is to define the image (e.g.,
the background, foreground, and boundaries) and/or the char-
acter images that are displayed by a Web client (e.g., the Web
client 206). Image attributes may include values that define
the footprint (e.g., the area and/or size of an underlying
image), the color, pattern, shading, resolution, and/or any
other attributes of an image and/or characters that may be
included within an image. In an example embodiment, the
image attribute module 228 includes one or more interfaces
(not shown) to enable communication with the challenge
generation module 226.

In some example embodiments, the string generation mod-
ule 224 may generate a challenge string including a string of
randomly selected characters in accordance with a
CAPTCHA challenge (see FIG. 3 discussed below for
example challenge string).

In various example embodiments, the string generation
module 224 generates a string that may be recognizable (e.g.,
by a human user of the client machine) as being transaction
specific information (described in further detail below with
respectto FIG. 6). Insuch embodiments, the string generation
module 224 may obtain transaction specific information from
the transaction database 234 to which it is communicatively
coupled.

In example embodiments, the transactional information is
associated with the particular transaction from the perspec-
tive of the transaction applications 220. For example, image
challenge applications 222 may identify a recipient or details
of'thetransaction. Transaction information may be associated
with a payment recipient, a transaction amount, a shipping
address or a portion of a contract or agreement. The informa-
tion associated with the payment recipient may be an e-mail
address, an account identifier, or a personal identification
number of a recipient of the transaction.
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Some example string generation modules 224 select trans-
action information from the transaction database 234. In
another example embodiment, the string generation module
224 includes logic to intelligently identify the most relevant
details of a transaction from transactional details entered by
the user, from the perspective of the transaction applications
220. For example, the string generation module 224 may
identify the name or e-mail address of the recipient of a
transaction. Also, the string generation module 224 may iden-
tify the clause in a contract or agreement that lists the parties
to the contract as the most relevant information and select that
portion as the transaction information.

The key generation module 232 is to select a subset of the
challenge string to be used as a secret key. A user who is
presented with the string in an image challenge may be
requested to identify the secret key to solve the challenge.

Inan example embodiment, the key generation module 232
is limited to selecting a key having a fixed number of charac-
ters. In other example embodiments, the number of characters
defining a key may vary between a predetermined minimum
and maximum number of characters. The number of charac-
ters defining the key may be different for different challenges.
In various embodiments, once the number of characters to
make up the key has been determined, the actual characters
included in the key may be randomly selected.

The challenge generation module 226 may include one or
more interfaces to receive input from the string generation
module 224, the image attribute module 228, and the key
generation module 232. The challenge generation module
226 is to combine the output of the different modules
described above to generate an image challenge that is to be
presented via the Web client 206 (e.g., to a user of the client
machine 210).

In an example embodiment, the process of generating an
image challenge is initiated when the Web client 206 requests
a transaction form from transaction applications 220. Once
the transaction form is requested, the transaction applications
220 may correspond with the image challenge applications
222 to request the generation of an image challenge.

In an example embodiment, the challenge generation mod-
ule 226 is to apply the image attributes (e.g., size, color,
pattern, etc.) to the challenge string and the selected key to
present the combination as a single challenge image (e.g., see
FIG. 3). The challenge generation module 226 may include an
interface to provide the image challenge to the challenge
image database 234 that may store the challenge image so it
may later be compared with attempts to solve the challenge.

In an example embodiment, the challenge generation mod-
ule 226 is to render the image including the challenge string
and the challenge key in accordance with the inputs from the
image attribute module 228. The rendered image may be
presented as a challenge via the Web client 206.

It is to be understood that many additional image process-
ing techniques may be applied to challenge images to make it
more difficult for software (e.g., malicious software) to
extract the challenge key. The techniques may include but are
not limited to applying visual effects backgrounds, applying
additional visual elements to the image (e.g., lines, shapes,
etc.), and applying visual noise, distortions, transformations
and/or other visual effect, etc.

As described above, the image challenge applications 222
may access databases 238 for information associated with an
image challenge. The databases 238 may be include various
tables to organize the information.

The following is a high-level description, explaining vari-
ous tables that may be maintained within the database and that
are used by and support the image challenge applications. A



US 9,160,733 B2

7

reference sequence table contains a record of reference
sequences generated by the challenge generation module and
may include time/stamp information pertaining to each ref-
erence sequence.

The tables also include a character table in which are main-
tained all characters that may be selected to generate a visual
challenge. Likewise, a number table and symbol table main-
tain respectively all numbers and symbols that may be
selected to generate a visual challenge. It will be appreciated
that the items in the character table, number table, and symbol
table may be maintained not to include characters, numbers,
or symbols that may be too difficult to recognize by a human
once distorted or modified. For example, punctuation marks
such as “” or “,” may be excluded from the symbol table.

Multiple characters (e.g., letters, numbers and/or symbols)
may be selected from the character table, number table, and
symbol table randomly, to form the reference sequence stored
in the reference sequence table.

A visual challenge table contains a record of visual chal-
lenges generated by the challenge generation module 226,
e.g., the reference sequences after they have been distorted
and modified and may also include time/stamp information
pertaining to each reference sequence. A font type table con-
tains records of the different font types that may be used to
randomly modify each character in a reference sequence to
form a visual challenge. In one embodiment, the font sets are
handmade by humans and stored in a font library for retrieval
each time a font is requested. Each font set may comprise a
plurality of font images as described in more detail below.
Similarly, a font size table contains the allowable font sizes
that may be used to size each glyph that forms part of the
reference sequence. Other tables, such as an orientation table,
placement table, spacing table, and vertical offset table
respectively contain information on the parameters to ran-
domly select the orientation of a character in an image chal-
lenge, the placement of each character, the spacing between
characters and the vertical offset of each character within the
image challenge.

Various tables may be maintained within the transactional
database 234 and may be used by and support the image
challenge applications 222. An identifier table may maintain
information on the following identifier data groups: recipient
identifiers, recipient account identifiers, recipient shipping
details, contract information, and agreement information.

Similar to the tables that may be maintained within the
databases 238, the tables may also include a size table to
maintain information on the allowable sizes for the transac-
tional information, a location table to maintain information
on the possible placements of the transaction information
within the image, and an orientation table to maintain infor-
mation on the orientation of the transaction information
within the image. A repetition table provides information on
the number of times a particular transactional information
may be displayed. As the number of presentations may be
closely related to the selected size of transaction information,
the size table and repetition table may be linked.

FIG. 3 is a block diagram illustrating an image challenge
300 including a challenge string 302, according to an example
embodiment. The challenge string 302 may have been gen-
erated by the string generation module 224 of FIG. 2. In an
example embodiment, the challenge string 302 consists of
seven alphanumeric characters that were randomly selected
by the string generation module 224. As shown in FIG. 3, the
challenge string 302 is shown to include the character string:
“1XLTMP4”.

The challenge string 302 may be presented by a browser
(e.g., the Web client 206 of FIG. 2) in any of a variety of
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orientations. In an example embodiment, the challenge string
302 is rendered along a horizontal line. Alternatively or addi-
tionally, the challenge string 302 may be oriented in such a
way that the beginning and the end of the challenge string are
joined together. In some example embodiments, the chal-
lenge string is rendered along an arbitrary path (e.g., a wave or
a triangular path).

As described above, to solve an image challenge, a chal-
lenge key must first be identified in the challenge string. A
challenge key may include characters that are set apart from
the other characters ofa challenge string in any of a number of
ways. In an example embodiment, the characters belonging to
the challenge key are highlighted using a color that differs
from the remaining characters. The characters belonging to
the key may be shaped or emphasized in a manner that differs
from the remaining characters and/or may include patterns
that differ from the remaining characters (e.g., the font of
character may visually set it apart from other characters).

A challenge key may be identified to the user implicitly
(e.g., without further instructions) or explicitly (e.g., with
further instructions). In cases that the challenge key is iden-
tified explicitly, the key generation module may generate
instructions associated with the challenge key to be included
in the challenge image.

In an example embodiment, a three character key is to be
identified to solve an image challenge. Referring to FIG. 3, a
human may be likely to select “1L.P” as the key because those
characters are the only characters within the challenge string
that are shaded. In this example embodiment, the challenge
key may be implicitly identified because a human may be
likely to select the shaded characters as the challenge key.

In other example embodiments, the length of the key to
solving an image challenge is not stated. However, explicit
instructions 304 may be included with the challenge string,
instructing a user to enter all the characters that are both
letters and are striped with horizontal lines. Here, the chal-
lenge may be solved by identifying the characters, “XM”.

For some example keys, the key generation module 232 of
FIG. 2 may select characters that are purposefully made adja-
cent to one another within the challenge string 302. In other
example embodiments, characters for the key are selected
randomly and need not be located adjacent to one another.

Itis to be appreciated that a number of challenge keys (e.g.,
that may be difficult for a malicious software code to solve or
reproduce) may be generated based on combinations of the
various variable values associated with the challenge string
302 and the challenge key. Different forms of challenge
images 300 may be rotated to further thwart attempts by
malicious code to solve the challenge image 300.

Thus, the challenge string module 224 may generate a
string of characters in response to a request to make a trans-
action. Some example challenge string modules 224 detect
the request by detecting a user’s interaction with a Web page
(e.g., a click on a button to initiate a transaction). The key
generation module 232 may select one portion of the string of
characters that is to be made visually distinguishable from
another portion of the string of characters. In various example
embodiments, string of characters generated by the string
generation module 224 is a string of randomly selected char-
acters having a fixed length.

Example embodiments include an image attribute module
228 that visually distinguishes the first portion of the string
from the second portion of the string by providing the image
with one or more visual attribute. Example image attribute
module 228 provides distinguishers such as colors, fonts,
patterns, and shading that are applied as attributes for the
image.
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The challenge generation module 226 may then generate
an image that includes the first and second portion of the
string. Some example challenge generation modules 226 may
generate instructions to be used to identify the first portion of
the string of characters (e.g., select all the blue letters hori-
zontally striped). In some example embodiments, the image
generated by the challenge generation module 226 presents a
portion (e.g., the key) of the string of characters as characters
adjacent to one another. In other example embodiments, the
image generated by the challenge generation module 226
presents the portion of the string (e.g., the key) as characters
randomly located with respect to one another.

In example embodiments, the processor 240 may then vali-
date the transaction based on an identification of the first
portion of the string. Some example processors validate the
transaction by comparing a set of characters entered in a text
box (e.g., by auser initiating the transaction) with a portion of
the string of characters (e.g., the key), and confirming that a
user is human if the set of characters (e.g., the characters
entered by the user) and the first portion (e.g., the key) match.

FIG. 4 is a flow diagram 400 showing a communication
process 400 between a user and application servers (e.g., 118
of FIG. 1) in accordance with an example embodiment. The
process begins at block 402 with the user initiating a transac-
tion by sending transaction details to transaction applications
(e.g., 220 of FIG. 2). In an example embodiment, transaction
details may include information such as the names and e-mail
addresses of the sender and recipient as well as an amount of
money to be transacted. It is to be appreciated that any trans-
action may the example embodiment described herein and a
transaction including money need not be made.

The process continues at processing block 404 with the
transaction applications receiving the transaction details and
storing them (e.g., within the transaction databases 234 of
FIG. 2) forlateruse. The generation of the challenge may then
begin at processing block 406. In an example embodiment,
the image challenge applications 222 of FIG. 2 may begin
generating the image challenge based on the initiation of the
transaction sent by the user. Some example image challenge
applications 222 detect the initiation of the transaction via an
indication from the transaction applications 220. Creation of
the image challenge may include generating the challenge
string, image challenge, and a challenge key at processing
blocks 406, 408, and 410 respectively. In an example embodi-
ment, the challenge string, image challenge, and challenge
key are combined at processing block 412 where the chal-
lenge to be displayed is generated and stored for later refer-
ence (within e.g., the challenge image databases 238).

At processing block 414, processing logic may send the
challenge to the user to enforce a policy (e.g., an authentica-
tion policy, validation of a transaction or any other policy,
etc.). The user may perceive the image challenge at block 416
and visually extract the challenge key by perceiving a differ-
ence (e.g., implicitly or through instructions) between the
some of'the characters. In example embodiment, the user may
send the challenge key to the image challenge applications at
block 418. At processing block 420, the image challenge
applications may receive the challenge key offered by the user
and compare it to the challenge key previously stored. If the
offered challenge key matches, at processing block 422, the
stored challenge key, processing logic may allow the initiated
transaction to commence.

FIG. 5 is a flow diagram illustrating a method for challeng-
ing a user, in accordance with an example embodiment. The
method begins at processing block 502 with the detection of
a transaction. In an example embodiment, processing logic
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may detect the initiation of a transaction by a user (e.g., auser
of the client machine 210 of FIG. 2).

The method continues at block 504 with processing logic
generating a string of characters. The string of characters may
be presented within a single image or as more than one image.
Various example embodiments include the generation of the
string occurring in response to the detection of the transac-
tion. At block 506, processing logic may present a first portion
(e.g., a challenge key) of the string of characters that is visu-
ally distinguishable from a second portion (e.g., the remain-
ing characters in the character string) of the string of charac-
ters. In some embodiments, both portions of the characters
are presented in an image rendered as the challenge image.

The method concludes at block 508 with processing logic
allowing the transaction to proceed based on an identification
of the first portion (e.g., the challenge key) of the string of
characters.

FIG. 6 is a block diagram illustrating an image challenge
600 that includes transaction information, in accordance with
an example embodiment.

Malicious code may attempt to forge a CAPTCHA in order
to solicit ahuman user to solve the challenge so that the solved
challenge can be used fraudulently on another Web site (e.g.,
the user may be e.g., ignorant of the circumstances). The
string generation module 224 of FIG. 2 may generate a chal-
lenge string 602 that is specific to the transaction being initi-
ated and that is recognizable by a human user as being specific
to the transaction.

The challenge string 602 may include one or more refer-
ences to the transaction currently in progress. In this example,
the challenge string is the e-mail address of a user who is a
party of the transaction. Malicious code may not have access
to transaction specific information (e.g., stored within the
transaction database 234 of FIG. 2). Thus, malicious code
may have significant difficulty forging an image challenge
600 that includes transaction specific information challenge
string 302.

In an example embodiment, a user may be presented with
an image challenge 600 that includes a challenge string 602
representing transaction specific information. Where a user
recognizes the transaction information as being related to the
subject transaction, the user may be assured that it would be
safe to solve the challenge and proceed with the transaction.
Conversely, where the user does not recognize the character
string as being transaction specific, the user may be alerted to
apossibly fraudulent challenge image 600 generated by mali-
cious code and may abort any plans to solve the challenge and
proceed with the transaction.

Where a transaction to send money from a sender to a
recipient is initiated, a reference to the transaction may
include the recipient’s e-mail address and/or name. Alterna-
tively or additionally, the reference to the transaction may
include the sender’s e-mail address and/or name. It is to be
appreciated that any transaction specific information known
to one or more of the parties of the transaction may be used in
a challenge string 602 including transaction related informa-
tion. The key generation module 232 may select a key based
on the characters in the transaction related string in the same
manner as described above with respect to a conventional
CAPTCHA string of random characters.

Thus, the string of characters generated by the string gen-
eration module 224 may represent information that is specific
to the initiated transaction (e.g., by a user of the client
machine 210 via the Web client 206). In various example
embodiments, the string generation module 224 may gener-
ate transaction specific information or data such as recipient
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names, e-mail addresses of the recipient, sender names, and
or e-mail addresses of the sender.

FIG. 7 is a flow chart illustrating a method 700 in accor-
dance with an example embodiment for stopping a proposed
invalid transaction. The method begins at block 701 with
processing logic requiring that transaction specific informa-
tion is recognized before an image challenge is considered to
be solved. At block 702, processing logic may detect that a
transaction has been requested and, in response, retrieve
transaction specific information. At processing block 703, a
character string including the transaction specific information
may then be generated and displayed on a user interface. In
various example embodiments, a portion of the character
string includes a key that corresponds to a visually distin-
guishable portion or portions of the character string. The
process concludes at block 704 with processing logic deter-
mining that the character string is recognizable as transaction
specific information if the key is submitted to solve the chal-
lenge.

With a fraudulently generated image challenge, malicious
code could wait for the challenge to be solved by a user and
then process unwanted transactions after the user and/or
transaction has been validated. Example embodiments
describing transactional challenge images 600 using a chal-
lenge key are described above. Through example embodi-
ments describing a transaction specific character string within
a challenge image, a user may be able stop proposed invalid
transactions, which may prevent malicious code from using a
fraudulently generated image challenge.

FIG. 8 is a example Web client user interface 800 display-
ing an example Web page in accordance with an example
embodiment. The example user interface 800 shows a
“review your payment” page 804 associated with the selec-
tion of the “send money” tab 802. On the example “review
your payment” page, a user (e.g., a user of the client machine
210) is given a chance to review the details 806 of a transac-
tion in which the user wishes to send money to another user
(e.g., the user of the client machine 212). In an example
embodiment, the details section 806 indicates that $13.22 is
to be sent to recipipient@domain.com.

In an example embodiment, prior to sending the $13.22,
the user is to follow the directions 808 which request the user
to “Please confirm this payment’s recipient (e.g., as indicated
in the details 806 section) by typing in the highlighted char-
acters.” In some embodiments, the instructions refer to the
challenge image 810. As described above, the challenge
image 810 may include a character string 812. As in the
example shown, the character string 812 may be rendered in
the form of a wave. Alternatively or additionally, the charac-
ters string 812 may include rendering in other visually notice-
able forms. In an example embodiment, the challenge key 814
is explicitly identified by the instructions because the instruc-
tions tell the user to type in the highlighted characters. In other
embodiments, the challenge key 814 may be implicitly iden-
tified (e.g., “please confirm this payment’s recipient by typing
in the confirmation key.”) In various embodiments, the pay-
ment transaction will be inhibited by transaction applications
220 unless the payment’s recipient is confirmed by typing the
highlighted characters 814 into the text box 816.

In FIG. 8, the challenge key 814 is shown as the characters
“ENDN” because they are of a different shade than the
remaining characters of the character string 812. Once the
challenge key in typed in by the user, a selection of the send
money button 818 to complete the transaction will not be
inhibited due to a failure to confirm the recipient.

It is to be noted that the character string 812 is also the
e-mail address of the user to which the money is to be sent. In
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various embodiments, a transaction specific character string
812 may provide confirmation to a sending user that the
transaction is associated with the sending user. In an example
embodiment, a sending user is deterred from proceeding with
a transaction when the character string 812 is not recogniz-
able as being associated with an expected transaction.
The above description is intended to be illustrative and not
restrictive. For example, the above-described embodiments
(or one or more aspects thereof) may be used in combination
with each other. Other embodiments will be apparent to those
of skill in the art upon reviewing the above description. The
scope of the subject matter should, therefore, be determined
with reference to the appended claims, along with the full
scope of equivalents to which such claims are entitled. In the
appended claims, the terms “including” and “in which” are
used as the plain-English equivalents of the respective terms
“comprising” and “wherein.” Also, in the following claims,
the terms “including” and “comprising” are open-ended, that
is, a system, device, article, or process that includes elements
in addition to those listed after such a term in a claim are still
deemed to fall within the scope of that claim. Moreover, in the
following claims, the terms “first,” “second,” and “third,” etc.
are used merely as labels and are not intended to impose
numerical requirements on their objects.
The Abstract is provided to comply with 37 C.F.R. §1.72
(b), which requires that it allow the reader to quickly ascertain
the nature of the technical disclosure. It is submitted with the
understanding that it will not be used to interpret or limit the
scope or meaning of the claims. Also, in the above Detailed
Description, various features may be grouped together to
streamline the disclosure. This should not be interpreted as
intending that an unclaimed disclosed feature is essential to
any claim. Rather, inventive subject matter may lie in less
than all features of a particular disclosed embodiment. Thus,
the following claims are hereby incorporated into the
Detailed Description, with each claim standing on its own as
a separate embodiment.
What is claimed is:
1. A method comprising:
detecting an initiation of a transaction;
retrieving transaction specific information indicating a
detail of the transaction in response to detecting the
initiation of the transaction, the detail of the transaction
being recognizable as being specific to the transaction;

generating a challenge including a challenge image com-
prising a string of characters that includes the detail of
the transaction;

presenting the challenge with an indication to return a

challenge key, the challenge key being a visually distin-
guished portion of the string of characters that includes
the detail of the transaction;

receiving a response to the challenge, the response includ-

ing the challenge key; and

validating, using a processor of a machine, the transaction

based on the response including the challenge key.

2. The method of claim 1, wherein the indication to return
the challenge key comprises at least one selection from the
group comprising instructions and a text box.

3. The method of claim 1, wherein the detail of the trans-
action included in the string of characters comprises a selec-
tion from a group consisting of a recipient name, a first e-mail
address of the recipient, a sender name, a second e-mail
address of the sender, a transaction amount, a shipping
address, and a portion of a contract.

4. The method of claim 1, wherein the presenting the chal-
lenge further comprises visually distinguishing the portion of
the string of characters to indicate the challenge key.
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5. The method of claim 4, wherein the visually distinguish-
ing includes using at least one visual distinguisher selected
from a group consisting of colors, fonts, patterns, and shad-
ing.

6. The method of claim 4, wherein the visually distinguish-
ing comprises presenting characters of the challenge key
non-contiguously in the string of characters.

7. The method of claim 1, wherein the presenting the chal-
lenge comprises presenting characters of the challenge key
contiguously in the string of characters.

8. The method of claim 1, further comprising providing
instructions to return the challenge key in response to the
challenge by entering the challenge key in a text box.

9. The method of claim 1, wherein the validating the trans-
action comprises comparing a set of characters entered in a
text box with the challenge key and confirming that a user is
human based on the set of characters matching the challenge
key.

10. The method of claim 1, wherein the transaction specific
information indicating the detail of the transaction that
becomes the challenge key is retrieved from a transaction
database.

11. A system comprising:

a string generation module to retrieve transaction specific
information indicating a detail of a transaction in
response to detecting an initiation of the transaction, and
to generate a challenge including a challenge image
comprising a string of characters that includes the detail
of the transaction, the detail of the transaction being
recognizable as being specific to the transaction;

akey generation module to select a challenge key using the
string of characters that includes the detail of the trans-
action;

a challenge generation module to generate an image that
presents the challenge key as a visually distinguished
portion of the string of characters that includes the detail
of the transaction; and

ahardware processor configured to validate the transaction
based on a response including the challenge key.

12. The system of claim 11, further comprising an image
attribute module to provide a visual attribute to the image to
visually distinguish the portion of the string of characters as
the challenge key.

13. The system of claim 11, wherein the challenge genera-
tion module visually distinguishes by presenting characters
of the challenge key non-contiguously in the string of char-
acters.
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14. A machine-readable storage medium not having tran-
sitory signals and storing instructions which, when executed
by the at least one processor of a machine, cause the machine
to perform operations comprising:
detecting an initiation of a transaction;
retrieving transaction specific information indicating a
detail of the transaction in response to detecting the
initiation of the transaction, the detail of the transaction
being recognizable as being specific to the transaction;

generating a challenge including a challenge image com-
prising a string of characters that includes the detail of
the transaction;

presenting the challenge with an indication to return a

challenge key, the challenge key being a visually distin-
guished portion of the string of characters that includes
the detail of the transaction;

receiving a response to the challenge, the response includ-

ing the challenge key; and

validating the transaction based on the response including

the challenge key.

15. The machine-readable storage medium of claim 14,
wherein the indication to return the challenge key comprises
atleast one selection from the group consisting of instructions
and a text box.

16. The machine-readable storage medium of claim 14,
wherein the detail of the transaction included in the string of
characters comprises a selection from a group consisting of a
recipient name, a first e-mail address of the recipient, a sender
name, a second e-mail address of the sender, a transaction
amount, a shipping address, and a portion of a contract.

17. The machine-readable storage medium of claim 14,
wherein the presenting the challenge further comprises visu-
ally distinguishing the portion of the string of characters to
indicate the challenge key.

18. The machine-readable storage medium of claim 17,
wherein the visually distinguishing the challenge key com-
prises presenting characters of the challenge key non-con-
tiguously in the string of characters.

19. The machine-readable storage medium of claim 14,
wherein the presenting the challenge comprises presenting
characters of the challenge key contiguously in the string of
characters.

20. The machine-readable storage medium of claim 14,
wherein the validating the transaction comprises comparing a
set of characters entered in a text box with the challenge key
and confirming that a user is human based on the set of
characters matching the challenge key.
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